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2012 Wholesale Electric Annual Plan Item No. 4.a PKI Standards for OASIS
Bonneville Power Administration Comments

NAESB 2012 Annual Plan Item 4(a)

Bonneville Power Administration has reviewed the NAESB 2012 AP Item 4(a) and is submitting the following comments from our review.

Definition Clarification Request:   
"TSIP" seems to mean the OASIS Operator for a Transmission Provider (TP) which, in the BPA case would be OATI.  Please clarify who would represent the ‘TSIP’ in this standard.

Business Operations Clarification Request:  

BPA accommodates customers who don’t use certificates to still conduct business with BPA by including the capability for registering a separate BPA entity that “does business as” these customers – i.e. BPA can make transmission reservations on the BPAT OASIS on behalf of these companies.  BPA requests clarification from NAESB how this recommendation would impact business operations including compliance associated with BPA ‘doing business as’ on behalf of our customers. 
Standard Language Modification Request:
Section 002-5.1.1 “Secured Access to OASIS Information”, fifth paragraph.
“OASIS clients (users) should verify:

·      The server Certificate used to establish the secured connection to OASIS meets or exceeds the minimum assurance level specified in this Business Practice Standard, and

·        The server Certificate is associated with the TSIP operating and managing the OASIS Node as specified in the EIR.”
This verification as described in the first bullet is handled automatically by the PKI. By virtue of having a valid user certificate that has a public/private key association with the server certificate, the browser validates the server certificate.  If the browser cannot validate, it presents a warning message to the human “user” recommending against continuing the connection.  It may be incumbent upon a user to make sure they are using the correct URL as registered in the EIR, but most OASIS “users” wouldn’t have the technical “know how” to verify the server certificate or that it “meets or exceeds the minimum assurance level….”  If “(users)” were removed from the first sentence of this section (e.g. the browser or application “client” does this verification and not a human “user”), it would make more sense.
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