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North American Energy Standards Board

801 Travis, Suite 1675, Houston, Texas 77002

Phone:  (713) 356-0060, Fax:  (713) 356-0067, E-mail: naesb@naesb.org


Home Page: www.naesb.org

via email and posting

TO:
NAESB PKI Subcommittee members and Interested Parties

FROM:
Jonathan Booe, NAESB Vice President
RE:
Draft Agenda for September 5, 2013 PKI Subcommittee Meeting
DATE:
August 9, 2013
Dear NAESB PKI Subcommittee members and Interested Parties,

The PKI Subcommittee has scheduled a face-to-face for Thursday, September 5, 2013 from 1:00 pm to 3:00 pm Central, following the NAESB Board of Directors meeting. The purpose of the meeting will be to address 2013 WEQ Annual Plan Item 4.a.iii and discuss possible changes to the accreditation specification as part of an annual review. 
The draft agenda follows. 
PKI Mission Statement

To serve at the pleasure of the WEQ Executive Committee, report to the WEQ Executive Committee, and develop and maintain NAESB WEQ standards that support the electronic protection of information assets related to the WEQ body of business practices.  The standards development work will  be undertaken as assigned to the subcommittee through the annual plan or through requests for standards development that are triaged to it.

The details for the meeting are below:

	Date and Time
	Location
	Call-in and Web Cast Information 

	Thursday, September 5, 2013

1:00 to 3:00 pm Central
	Four Seasons Hotel

1300 Lamar Street, Houston, Texas  77010-3017

Phone:  713-650-1300

Fairfield Room
	Conference Number: 1-866-740-1260

Access Code: 7133562

Security Code: 3881

Web Cast Information:

www.readytalk.com
Access Code: 7133562

Security Code: 3881



	(instructions for participation in the conference call/web cast are provided on the following page)


We look forward to hearing from you at the meeting.  This, as with all NAESB meetings, is an open meeting, regardless of membership status in NAESB.  

Best Regards,

Jonathan Booe
Notes for participation:
To join the conference call:

•
Dial the 11-digit toll free call-in phone number shown in the “detail for meeting” table on the prior page

•
An automated attendant will ask you to enter a seven-digit access code (provided in the first page of this document)

•
The automated attendant will ask you to record your name.

•
Please note that if the conference leader has not yet initiated the conference call, you will be placed on music hold until the conference leader starts the conference.

•
The automated attendant will then ask you for a four-digit security code (provided in the table)

To join the web conference, go to www.readytalk.com and enter the same access code and security code.  Please note that if the conference leader has not yet initiated the web conference you will view a screen that states, “The Chairperson has not yet arrived.  Please standby for your web conference to begin.”  ReadyTalk recommends that you test your browser and network connections for compatibility prior to participating in a web conference.  To do so, go to http://test.callinfo.com.   If you have problems joining a conference call or need technical assistance, please contact ReadyTalk Customer Care, 1-800-843-9166. 

When speaking, please announce yourself and your company.  Please place your phone on mute unless you are speaking. For those participants that do not have a mute feature on your phone, please press (*6) to mute your phone and (*7) to un-mute your phone.  Putting the conference call on hold may cause music to be played over the discussion and if so, the NAESB office will contact the ReadyTalk Operator to identify the on-hold line and have it disconnected from the conference call.

NAESB PKI SUBCOMMITTEE

Meeting in Houston, Texas at the Four Seasons Hotel

Thursday, September 5, 2013 from 1:00 PM to 3:00 PM Central

Draft Agenda

1. Opening Remarks

2. Administrative Items

· Housekeeping

· Antitrust Guidance
· Introductions

· Approval of Agenda
3. Review 2013 WEQ Annual Plan Item 4.a.iii and discuss the following items
· Clarity on CRL checking (certificate applicability and frequency)
· Clarity on operation periods vs. certificate validity
· Adding assurance policy OIDs
· Additional verification measures needed for SSL certificates in the accreditation specification
4. Discuss next steps

5. Other Business

6. Adjourn
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