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North American Energy Standards Board
Request for Initiation of a NAESB Business Practice Standard, Model Business Practice or Electronic Transaction
or 

Enhancement of an Existing NAESB Business Practice Standard, Model Business Practice or Electronic Transaction
Instructions:


1.
Please fill out as much of the requested information as possible.  It is mandatory to provide a contact name, phone number and fax number to which questions can be directed.  If you have an electronic mailing address, please make that available as well.


2.
Attach any information you believe is related to the request.  The more complete your request is, the less time is required to review it.


3.
Once completed, send your request to:




Rae McQuade




NAESB, President



1301 Fannin, Suite 2350



Houston, TX  77002




Phone:  713‑356‑0060



Fax:      713‑356‑0067



by either mail, fax, or to NAESB’s email address, naesb@naesb.org.

Once received, the request will be routed to the appropriate subcommittees for review.

Please note that submitters should provide the requests to the NAESB office in sufficient time so that the NAESB Triage Subcommittee may fully consider the request prior to taking action on it.  It is preferable that the request be submitted a minimum of 3 business days prior to the Triage Subcommittee meetings.  Those meeting schedules are posted on the NAESB web site at http://www.naesb.org/monthly_calendar.asp.

North American Energy Standards Board
Request for Initiation of a NAESB Business Practice Standard, Model Business Practice or Electronic Transaction

or 

Enhancement of an Existing NAESB Business Practice Standard, Model Business Practice or Electronic Transaction
Date of Request:   January 1, 2008
1.  Submitting Entity & Address:





Florida Power & Light Company





Energy Marketing & Trading
[EMT/JB]




700 Universe Boulevard




Juno Beach, FL  33408
2.  Contact Person, Phone #, Fax #, Electronic Mailing Address:





Name 

Dona Gussow




Title 
:
Manager, Contract Administration




Phone :  
561-691-7886




Fax 
:
561-625-7567




E‑mail
:
dgussow@fpl.com
3. Title and Description of Proposed Standard or Enhancement:

Title:
Customer Security Administration [CSA] Standards
Description:

	Establish CSA standards as follows:

	A
	Define the CSA roles and responsibilities of the Customer Security Administrator(s) and the pipeline or gas storage service provider (as the case may be).  Standardize CSA procedures and forms by developing a list of required information items to be tracked, managed, or presented on CSA website reports or screens (report or screen format alternatives).

	B
	Develop and post on a single protected pipeline CSA webpage a simple but comprehensive set of instructions, forms, etc. for Customer Security Administrator(s) to use in adding new customer employees as users, changing passwords or roles of existing users, or removing users. Preferably this could be done on-line by a Customer Security Administrator with some form of immediate feedback (on-line or by email).

	C
	Additionally provide (on other CSA webpages) accurate, timely, easily retrieved reports including a list of all non-pipeline persons (with related contact information) as to anyone having access to the customer’s proprietary data or website functions.  This will permit the Customer Security Administrator(s) to randomly audit the accesses, and verify the customer employee contact information, accesses to functions, and levels of accesses as well.

	D
	Standardize website processes by integrating CSA concepts into the normal website (“EBB”) functions based on CSA defined roles and responsibilities.  For example, verify that a user with nominations view only authorization cannot create edit, execute, or otherwise release a nomination inadvertently or otherwise (i.e., restrict unauthorized level of access).


4.  Use of Proposed Standard or Enhancement (include how the standard will be used, documentation on the description of the proposed standard, any existing documentation of the proposed standard, and required communication protocols): 


Some pipelines may have existing highly automated customer controlled security administration systems for designating logins, passwords, security questions, etc and designating access to different functions or roles such as nominations, invoices, contracts, etc., and levels of access for such) and for keeping track of this activity.  On the other hand, some pipelines may have a combination of website and manual processes or systems (in some cases tasks to be performed by the customer user employee who may not have a clue as to what is needed) all of which may add an element of uncertainty to the Customer Security Administration process.  Other pipelines may only have manual systems that always keep you wondering as to the current status and who might have unauthorized access to your gas information.


Some pipelines may have website (“EBB”) systems that work hand-in-hand with Customer Security Administration in that they provide the ability to not only designate functions (e.g., nominations, flowing gas, capacity release, contract management) but also to separate those functions by level of customer defined role and responsibilities, such as whether the user is to have view only capability vs. an edit capability vs. an execute capability (as with executing legal contracts or amendments on-line as might be required for certain capacity release transactions).

In any case, and in particular for pipelines that have less sophisticated systems, standards are needed to assure Customer Security Administrators have basic tools on the pipeline website for requesting access for new users, exercising control in designating who gains access to the pipeline website, what functions and levels are to be authorized for the users, and to be able to quickly review/audit/verify the CSA information (and any requested changes) according to pipeline records.
5.  Description of Any Tangible or Intangible Benefits to the Use of the Proposed Standard or Enhancement:


Provides an auditable tool for pipeline customers to manage, control, and verify who has access to company proprietary information that may be contained on a pipeline (or gas storage service provider’s) website.
6.  Estimate of Incremental Specific Costs to Implement Proposed Standard or Enhancement:


Not determined at this time.

7.  Description of Any Specific Legal or Other Considerations:

Most companies have legal requirements (often based on a regulatory foundation) as to who can execute contracts on the company’s behalf.  There may also be “rules-of-the-road” or practices regarding separation of duties and roles in an organization --- or the “who can see what” principle.  Pipeline implementation of NAESB standards should not make a customer’s compliance to such requirements difficult or impossible by not having the capability to separate website functions by defined levels or roles and responsibilities.
8.  If This Proposed Standard or Enhancement Is Not Tested Yet, List Trading Partners Willing to Test Standard or Enhancement (Corporations and contacts):


Not determined at this time.
9.  If This Proposed Standard or Enhancement Is In Use, Who are the Trading Partners :


Not Applicable.
10.  Attachments (such as : further detailed proposals, transaction data descriptions, information flows, implementation guides, business process descriptions, examples of ASC ANSI X12 mapped transactions):


Can provide spreadsheets with examples for posting when this is assigned to committee but would also like to have others provide ideas based on existing pipeline examples (if any available) or those from similar web CSA processes (even for other industries).
