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RECOMMENDATION TO NAESB RMQ EXECUTIVE COMMITTEE

Minor Correction / Clarification
Request No.
MC22006
Requester:
North Carolina Utilies Commission

1.  RECOMMENDED ACTION:
EFFECT OF EC VOTE TO ACCEPT RECOMMENDED ACTION:

	
	Accept as requested
	
	Change to Existing Practice

	X
	Accept as modified below
	X
	Status Quo

	
	Decline
	
	


2.  TYPE OF DEVELOPMENT/MAINTENANCE

	Per Request:
	Per Recommendation:

	
	Initiation
	
	Initiation

	
	Modification
	X
	Modification

	
	Interpretation
	
	Interpretation

	
	Withdrawal
	
	Withdrawal

	
	
	
	

	X
	Principle (x.1.z)
	X
	Principle (x.1.z)

	X
	Definition (x.2.z)
	X
	Definition (x.2.z)

	X
	Business Practice Standard (x.3.z)
	X
	Business Practice Standard (x.3.z)

	
	Document (x.4.z)
	X
	Document (x.4.z)

	
	Data Element (x.4.z)
	
	Data Element (x.4.z)

	
	Code Value (x.4.z)
	
	Code Value (x.4.z)

	
	X12 Implementation Guide
	
	X12 Implementation Guide

	
	Business Process Documentation
	
	Business Process Documentation


3.  RECOMMENDATION

SUMMARY:
To be included in NAESB RMQ Standards Version 3.3.  Move all WGQ cybersecurity related business practices into a new suite of RMQ Model Business Practices.

RECOMMENDED STANDARDS: 
See attached documents for a full review of the changes made
· Attachment 1 – Revised RMQ QEDM Model Business Practices: https://naesb.org/member_login_check.asp?doc=rmq_mc22006_rec_021623_attach1.docx.
· Attachment 2 – New RMQ Cybersecurity Model Business Practices: https://naesb.org/member_login_check.asp?doc=rmq_mc22006_rec_021623_attach2.docx.
4.  SUPPORTING DOCUMENTATION
a.  Description of Request:

Move all RMQ cybersecurity-related model business practices into a new suite of RMQ Model Business Practices.
b. Reason for Minor Correction/Clarification
Following the 2019 Surety Assessment, and through discussions with the Department of Energy and Sandia National Laboratories, an informal recommendation was made for NAESB, working with the FERC and the Department of Energy, to consider a new model for implementing NAESB cybersecurity standards. Specifically, it was noted that the process of developing and/or modifying cybersecurity standards through NAESB and submitting those standards to FERC for consideration as part of a possible rulemaking prior to implementation by the industry could be abbreviated.
Recognizing that immediate responses are typically necessary to adequately mitigate cybersecurity threats, the NAESB Board of Directors discussed several options, including the reorganization of the NAESB Business Practice Standards to separate the cybersecurity related standards and compile them into a single book for each quadrant. This recommendation compiles the RMQ Cybersecurity Model Business Practices into a new Cybersecurity book within the RMQ Model Business Practices.

c.  Description of Recommendation:

The recommendation modifies the RMQ QEDM Manual and the compiles the RMQ Cybersecurity related standards into a new RMQ book.
d.  Commentary/Rationale of Subcommittee(s)/Task Force(s):
The joint WGQ IR, RMQ IR/TEIS, and WGQ EDM Subcommittees held joint meetings on the following days to discuss and unanimously vote out the recommendations for MC22006 (RMQ) and MC22007(WGQ).

· October 5, 2022
· October 25, 2022
· November 14, 2022
· December 13, 2022
· January 10, 2023
· January 30, 2023
· February 15, 2023
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