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On Page 6 OF THE INTERNET ET Version 1.8 Manual
Key Assumptions
This document makes the following assumptions:

· Platform Independence.  An Internet ET implementation can communicate with all trading partners in the energy industry, regardless what hardware, operating system and programming languages trading partners use.

· Open Standards.  NAESB has adopted open standard technologies to provide flexibility and scalability.

· Payload Content Independence.  Internet ET standards focus on the transport of the electronic package, and not the contents of the package.  Each business process may define different contents.  Internet ET is designed to work with any type of content (e.g. EDI, flat files, etc).  The Internet ET’s main function is to get the package from point X to point Y reliably with privacy, authentication, integrity, and non-repudiation.

· Importance of the Trading Partner Worksheet (TPW).  Internet ET relies on the exchange of technical information between trading partners to establish and maintain reliable Internet ET production.  This worksheet is intended to establish communications between two parties.  Additional requirements and information may be required.  Refer to your quadrant-specific EDM (QEDM).  The TPW is included with the NAESB Trading Partner Agreement (TPA).  The TPW and TPA  constitute the entire understanding between the trading partners regarding EDI.
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TAB 8
Appendices

Table 1 – Internet ET Standard Error Codes and Messages
Appendix A – Reference Guide

Appendix B – Frequently Asked Questions

Appendix C – Cross-Reference Between Internet Electronic Transport (ET) and WGQ
 EDM Version 1.7
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Roles in Internet ET

In the Internet ET life-cycle, one party sends a package, and the other party receives the package.  The party sending the package is referred to as the Sender or Client, and the party receiving the package is also referred to as the Receiver or Server.

NAESB business processes often require that parties act in both the Sender and Receiver roles.  For example, once the Receiver of a payload file of Nominations has successfully processed the payload, they switch to the Sender role to send Nomination acknowledgements back to the original Sender.  Internet ET implementations may need to implement both Sender and Receiver capabilities.

The standards adopted for Internet ET should be adhered to by the trading parties as minimum standards.  A trading party may offer additional functions or features as options but should not require their use.  Such additional features or functions are termed ‘mutually agreed to’. If both trading partners agree on the inclusion, the additional feature requirements will be met.  If either trading party does not agree to the inclusion of additional features, then the partners must allow for transmission and receipt of data using the minimum standards.

To establish an Internet ET trading partnership with another company, a company needs to exchange technical information about their Internet ET implementation.  This may include:

· Contact information

· Public Keys, including key exchange and update policies

· Test URLs

· Production URLs, including alternative paths if available

· Common Code Identifiers (e.g. DUNS number)

· Use of ‘time-c-qualifier’ if in REQ or RGQ

This information is exchanged using the TPW.
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10.2.8
‘Trading Partner Agreement’, or ‘TPA’ is a legal agreement between trading parties.  The TPA often dictates service level agreements and problem remediation processes.  
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10.2.30
Trading Partner Worksheet or ‘TPW’ is used to communicate important technical information related to the technical implementation of the Internet ET.  The TPW is the technical supplement to the TPA.
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Receiving Process URL Implementation Guidelines

Each company must offer at least one URL to accept files using Internet ET.  Companies can offer multiple URLs.  Though companies are free to construct a Web site with multiple ‘single-purpose’ URLs (e.g. nominations.xyzcorp.com; enrollments.xyzcorp.com) NAESB recommends the use of one ‘general-purpose’ URL.

The Receiving Program may initiate error notifications after the ‘gisb-acknowledgement-receipt’ is sent (e.g. file decryption errors).  Error notifications posted to the Sender would be directed to the Sender’s general-purpose URL.

All URLs that will be required for use in the Internet ET process must be agreed to and defined in the TPW.
HTTP Response ‘gisb-acknowledgement-receipt’ Data Elements

	Required HTTP Response Data Elements

(listed in the required order)

	WGQ
	REQ/RGQ

	time-c

request-status

server-id

trans-id
	time-c

time-c-qualifier

request-status

server-id

trans-id
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NAESB INTERNET ET TEST GUIDELINES

Implementation of Internet ET requires testing to assure all parties are prepared to operate according to the Internet ET.  This document focuses on testing standards for establishing Internet ET connectivity with a trading partner. Testing for transaction and other Quadrant-specific testing standards can be found in each Quadrant’s QEDM.
Internet ET Connectivity testing standards may include:

· Connectivity test scripts.  These scripts define the steps needed to adequately test connectivity.

· TPW is a worksheet that defines important operations parameters for a trading partner including testing parameters. The parameters include Internet ET URL’s, contacts and other information.
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On Page 58 & 59 OF THE INTERNET ET Version 1.8 Manual
Appendix C - Cross-Reference Between Internet Electronic Transport (et) and WGQ EDM Version 1.7

‘**’ denotes that actual language of the WGQ EDM standard differs from the language of the Internet ET standard.  This cross-reference was prepared in March of 2004.  It is intended to be a resource to help implementers find sections from the old WGQ EDM in the new Internet ET standard.

	Internet ET Standard
	WGQ EDM Standard
	Internet ET Standard Narrative

	0.1.1
	0.1.1
	An entity is a person or organization with sufficient legal standing to enter into a contract or arrangement with another such person or organization (as such legal standing may be determined by those parties) for the purpose of conducting and/or coordinating energy transactions.

	0.1.2
	0.1.2
	There should be a unique entity common code for each entity name and there should be a unique entity name for each entity common code.

	0.3.1
	0.3.1
	Entity common codes should be ‘legal entities’, that is, Ultimate Location, Headquarters Location, and/or Single Location (in Dun & Bradstreet Corporation (‘D&B’) terms).  However, in the following situations, a Branch Location (in D&B terms) can also be an entity common code:  1) when contracting party provides a DUNS Number at the Branch Location level; OR 2) to accommodate accounting for an entity that is identified at the Branch Location level.

	10.1.1
	4.1.2.
	The Internet Electronic Transport (ET) does not pick winners, rather it should create an environment where the marketplace can dictate a winner or winners 

	10.1.2
	4.1.3.
	Internet ET solutions should be cost effective, simple and economical 

	10.1.3
	4.1.4.
	Internet ET solutions should provide for a seamless marketplace for energy 

	10.1.4
	4.1.6.
	Parties should interface with third-party vendors according to NAESB Internet ET standards 

	10.1.5
	4.1.7.
	Electronic communications between parties to the transaction should be done on a non-discriminatory basis, whether through an agent or directly with any party to the transaction 

	10.1.6
	4.1.12.
	Protocols and tools that parties elect to support should be ‘Internet‑compatible’ 

	10.1.7
	4.1.14.
	The industry should use standard policies and guidelines for testing 

	10.1.8
	4.1.15.
	The NAESB Internet ET should not set standards for site‑level security.  Individual organization security standards should be relied upon 

	10.1.9 
	4.1.36.
	Trading partners should maintain redundant connections to the public Internet for NAESB Internet ET Web sites.  These redundant connections should be topographically diverse (duality of) paths to minimize the probability of a single point of failure 

	10.1.10
	4.1.39.
	Trading Partners should mutually select and use a version of the NAESB Internet ET standards under which to operate, unless specified otherwise by government agencies.  Trading Partners should also mutually agree to adopt later versions of the NAESB Internet ET standards, as needed, unless specified otherwise by government agencies 

	10.2.1
	4.2.20.
	‘Internet ET Testing’.  Testing electronic packages between trading partners includes testing of: A) Connectivity; B) Encryption/Decryption; and C) Digital signatures where appropriate 

	10.2.2
	4.2.21**
	‘Fail-over’ defines a prescribed process executed when a NAESB Internet ET Client fails to establish a connection to the target NAESB Internet ET Server 

	10.2.3
	4.2.22**
	‘Trading Partner’ is a party that enters into an agreement with another party to transact business electronically using the Internet ET standard 

	10.2.4
	4.2.23**
	‘Originating party’ is any party originating/creating the package.  This could also include a third‑party 

	10.2.5
	4.2.24**
	‘Third-Party’ is any organization that a trading party uses to provide services to comply with the required elements of the Internet ET 

	10.2.6
	4.2.25**
	‘Receiving Party’ is any party that hosts (either in-house or outsourced) an Internet ET compliant server capable of receiving Internet ET packages 

	10.2.7
	4.2.25**
	‘Receiving Program’ is a program or set of programs that process HTTP Requests from a Sender.  The Receiving Program is responsible for generating the ‘gisb-acknowledge-receipt’, which includes any party that hosts (either in-house or outsourced) an Internet ET compliant server capable of receiving Internet ET packages 

	10.2.8
	4.2.26**
	‘Trading Partner Agreement’, or ‘TPA’ is a legal agreement between trading parties.  The TPA often dictates service level agreements and problem remediation processes. 
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